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Stalking is a prevalent victimization and the majority of stalkers use (or misuse) technologyA 
to monitor, watch, contact, control, threaten, sabotage, isolate, and frighten victims, as well 
as to damage victims’ credibility or reputation. 

• 80% of stalking victims report being stalked with technology.B 

• 41% of undergraduate students have experienced tech-facilitated stalking.C 

• The vast majority of tech-facilitated stalking victims are pursued by people they know, most 
commonly by a well-known or casual acquaintance.D 

• Every U.S. jurisdiction has a statute criminalizing tech-facilitated stalking, with the majority 
explicitly recognizing online acts. 

• 15% of adults experienced intimate partner tech abuse in the 6 months prior (to a survey).E 

Intimate partner and dating violence often include stalking through technology, sometimes 
called "digital abuse." Excessive contact, monitoring online activity, location tracking, 
demanding passwords, and hacking into accounts may be both digital abuse AND stalking. 

 

Tech-facilitated stalking impacts the daily lives of 
victims and is just as invasive, threatening, and fear-
inducing as in-person stalking. 
• Victims of tech-facilitated stalking often report 

higher fear than victims who experience in-
person stalking, and are just as concerned for 
their safety.F 

• Victims of online stalking and/or harassment 
experienced a multitude of harmful and 
detrimental consequences for their mental 
health, including depression, anxiety, PTSD, 
suicidal ideation, and panic attacks.G 

• Victims report that online stalking prevents them 
from continuing with their regular routines, 
reduces time spent outside, and has resulted in 
them withdrawing from online life and developing 
a distrust of technology as well as people.H 

Victims of tech-facilitated stalking fear: I 
• 62% not knowing what will happen next 
• 62% losing jobs, friends, and/or freedom 
• 58% it will never stop 
• 52% being killed or physically hurt 
• 32% someone close to them being harmed 

"I changed my number multiple times... I would go to sleep 
and I would get 100 missed calls, 45 text messages. You 
wake up and you see, ‘I’m going to kill you. I’m going to 
come take you from your family.’”   –Stalking Victim J 

Offenders both use tech designed for stalking and 
misuse tech designed for other purposes to facilitate 
their stalking. Technologies and tactics used by 
offenders are constantly evolving and may seem 
impossible or unrealistic, but stalking offenders are 
creative in the pervasive ways they terrorize victims.  

Among tech-facilitated stalking victims: K 
• 66% receive unwanted phone calls/messages 
• 55% receive unwanted emails/messages 
• 32% are monitored through social media 
• 29% had inappropriate or personal information 

posted about them, or received threats to do so 
• 22% were spied on or monitored with technology 
• 14% were tracked with a device or app 

In a study of college stalking victims:L 
• 24% had a stalker create a fake profile pretending 

to be the victim 
• 21% experienced spoofing (calls, texts, or emails 

from the stalker but seem to come from 
someone else) 

• 16% have been doxed (had private or identifying 
information published publicly online) 

• 16% had intimate images shared without consent 

Stalkers often facilitate or enhance their tactics 
using technology. While technologies may change 
over time, the dynamics and dangers of stalking are 
constant.

https://www.stalkingawareness.org/wp-content/uploads/2019/01/SPARC_StalkngFactSheet_2018_FINAL.pdf
https://www.stalkingawareness.org/map/
https://www.stalkingawareness.org/wp-content/uploads/2022/04/Identifying-Stalking-as-SLII-Strategies.pdf
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